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[DATE] 

[Investor Name] 
[Address Line 1]
 [Address Line 2] 

Data Breach at Vendor of Fund Administrator 

Dear [Investor]: 

As you know, MG Stover (“MG Stover”) serves as the administrator for NextProtocol Capital, LP 
(the “Fund”).  On September 23, MG Stover informed us of a data breach involving Retool, a 
vendor of MG Stover.   

Attached is a letter from MG Stover providing you, as an investor in the Fund, with notice of the 
data breach (the “MG Stover Notice”).  As detailed in the MG Stover Notice, we understand that 
unauthorized third parties were able to query data from systems connected to MG Stover’s vendor 
Retool, on September 19 of this year.  These queries contained sensitive data, including, among 
other things: investors’ full names, phone numbers, addresses, dates of birth, social security 
numbers, taxpayer identification numbers and email addresses.  While it cannot be proved that any 
data was exported from the vendor’s systems, MG Stover is proactively assuming that an 
unauthorized third party was able to export personal information from the vendor’s systems. 

Since we learned of the vendor’s data breach, NextProtocol has been in communication with MG 
Stover to ascertain the nature and extent of the data breach, particularly given that additional 
information regarding the security incident became available to MG Stover. Also, we have been 
in contact with MG Stover to determine its scrutiny of its vendor selection which may assist with 
ongoing data integrity. Our notice to you must also meet certain prescribed requirements.  In 
addition to the MG Stover notice, please see the additional information below.  We recommend 
that you consider the offer from MG Stover of credit protection for one year. If you have further 
questions or concerns about this data breach involving a vendor of MG Stover, please do not 
hesitate to reach out to Jennifer Terrell at 817.509.3958 or to me at 817.509.3953.  

Sincerely, 

Rhydon Lee, Managing Member  
GFS NextProtocol GP, LLC 
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ADDITIONAL INFORMATION FROM NEXTPROTOCOL CAPITAL 

NextProtocol Capital, LP (the “Fund”), its general partner GFS NextProtocol GP, LLC and 
investment manager Goff Focused Strategies LLC (collectively, “NextProtocol”) are notifying 
you so that you can take action to minimize potential harm from the vendor’s security breach. 

As a first preventive step, we recommend you closely monitor your financial accounts and, if you 
see any unauthorized activity, promptly contact your financial institution.  We also suggest you 
submit a complaint with the Federal Trade Commission by visiting www.IdentityTheft.gov or call 
1-877-IDTHEFT (438-4338). 

Even if you do not find any suspicious activity on your initial credit reports, the Federal Trade 
Commission recommends that you check your credit reports periodically.  A victim’s personal 
information is sometimes retained for use at a later time.  Checking your credit reports periodically 
may help you spot problems and address them quickly. 

As a second step, ask each credit bureau to send you a free credit report after it places a fraud alert 
or security freeze on your file: 

 Equifax,  
o Website: www.equifax.com/personal/credit-report-services  
o Phone: 1-800-685-1111   

 Experian and  
o Website: www.experian.com/help 
o Phone: 1-888-397-3742 

 TransUnion 
o Website: www.transunion.com/credit-help 
o Phone: 1-888-909-8872 

To obtain a free credit report all three credit bureaus visit www.annualcreditreport.com.  Blind and 
visually impaired persons may request a free annual credit report in braille, large print or audio 
formats by calling 1-877-322-8228.  Deaf and hard of hearing persons can call 7-1-1 and refer the 
relay operator to 1-800-821-7232. 

 




